南昌大学网络资源申请表

|  |  |  |
| --- | --- | --- |
| **单位信息** | **单位名称** |  |
| **主要负责人** |  | **负责人联系电话** |  |
| **管理员** | **姓名** |  | **工 号** |  |
| **手机** |  | **电子邮箱** |  |
| **系统信息** | **系统名称** |  |
| **业务描述** | (尽可能详细，可附页) |
| **虚机系统申请** | □Windows Server □openeuler □anolis □其他\_\_\_\_\_\_\_\_\_其他仅限国产操作系统，且需提供镜像文件和安装说明 |
| **基本性能要求** | 服务器 CPU\_\_\_\_\_核 内存\_\_\_\_\_\_GB 磁盘空间\_\_\_\_\_\_\_GB其他服务器请按需新增行 |
| WEB服务器默认开放 80、443 端口，如需其他端口请填写《南昌大学数据中心端口开放申请表》 |
| **拟申请域名** | \_\_\_\_\_\_\_\_.ncu.edu.cn  |
| **远程接入授权** | □VPN（仅限用于校外访问堡垒机） □堡垒机（用于远程访问服务器） |
| **系统开发厂商** |  |
| **厂商负责人** |  | **联系方式** |  |
| **等保级别** | □一级 □二级 □三级 (定级方法: http://xxwl.ncu.edu.cn/xxaq/djbh/index.htm) |
| **申请业务须知** | 1.申请单位必须保证本表所填数据真实、准确。2.申请单位自行安装的软件系统，并尊重软件版权。申请单位承诺所申请服务器仅用于申请时所描述的应用。如在原申请业务范围之外，必须向网络与信息中心提出书面申请。3.申请单位承诺遵守《中华人民共和国网络安全法》《中华人民共和国数据安全法》《中华人民共和国个人信息保护法》《GB/T22239-2019信息安全技术网络安全等级保护基本要求》等国家、部门和学校的相关法律、法规、规章制度。4.申请单位承诺建立完善的管理制度和数据备份机制，安排专业技术人员，进行定期维护、备份数据、查杀病毒，保障服务器的网络及数据安全，不被他人非法使用或破坏。申请单位对所申请的服务器在运行过程中引发的问题承担全部责任。5.申请单位承诺做好供应链安全管控，与开发商、运维厂商签订网络安全承诺书和保密协议，并做好VPN和堡垒机账号的管理工作。信息系统部署需遵守我校《信息系统部署运维安全配置规范》（详情见网络与信息中心官方网站说明）。6.国家有关部门和学校将持续对服务器状态进行检测，并不定期对服务器进行安全检查。如发现网络安全漏洞（包括上级通报和校内自查），网络与信息中心将告知申请单位及时处理。如申请单位未及时处置，为确保校园网安全，网络与信息中心将中断服务，必要时追究相关责任人责任。再次提示：**申请单位为网络安全责任单位，请切实做好安全防护工作。** |
| 我单位已仔细阅读以上各项条款，并承诺严格遵守。主要负责人签字：盖 章： 年 月 日 |

备注：申请单位发送签字盖章版本的PDF文件到caoqin@ncu.edu.cn，网络与信息中心办理后将相关信息及账号反馈至申请人电子邮箱。